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	246 01
	Smart Buildings Systems Integrator – SUBJECT TO COOPERATIVE PURCHASING

Includes the comprehensive integration of building systems and technology using a non-proprietary and open architecture. Typical building systems to be integrated include: building automation, life safety, telecommunications, facilities management, security, energy and environmental control, HVAC, lighting, building envelope, access control, power management, cabling infrastructure/wireless, VOIP, video distribution, video surveillance, data network, etc. Typical integration functions include, but are not limited to: requirements analysis, strategic systems planning, system configuration, implementation alternatives, integration planning, system component acquisition, component integration, testing and analysis, interaction with Building Operations Centers, collection/manipulation of smart building component data, configuration management and control, design-guide development, operational training and support, monitoring, reporting and managing of the systems, and systems maintenance.
	Smart Buildings Systems Integrator – SUBJECT TO COOPERATIVE PURCHASING 
Includes the comprehensive integration of building systems and technology using a non-proprietary and open architecture. Typical building systems to be integrated include: building automation, life safety, telecommunications, facilities management, security, energy and environmental control, HVAC, lighting, building envelope,  access control, power management, cabling infrastructure/wireless, VOIP, video distribution, video surveillance, data network, etc. Typical integration functions include, but are not limited to: requirements analysis, strategic systems planning, system configuration, implementation alternatives, integration planning, system component acquisition, component integration, testing and analysis, interaction with Building Operations Centers, collection/manipulation of smart building component data, configuration management and control, design-guide development, operational training and support, monitoring, reporting and managing of the systems, and systems maintenance. 
Note: This SIN does not include services related to physical access control that meet the requirements of the GSA FIPS 201 Evaluation Program. Services meeting those requirements can be found under SIN 246-60-5

	246 20 3
	Miscellaneous Alarm and Signal Systems. Audible/Visual Warning/Signaling Devices - SUBJECT TO COOPERATIVE PURCHASING 

including radio alarms equipment (excluding those for vehicular use)
	Miscellaneous Alarm and Signal Systems, Audible/Visual Warning/Signaling Devices  – SUBJECT TO COOPERATIVE PURCHASING
including radio alarms equipment (excluding those for vehicular use) and exit door alarm systems for security and/or fire safety.

	246 35 1
	Access Control Systems, Door entry control by card access, magnetic proximity - SUBJECT TO COOPERATIVE PURCHASING 

including but not limited to Biometric
	Physical Access Control Systems (PACS) – SUBJECT TO COOPERATIVE PURCHASING 
Including but not limited to door and parking entry control by card access, biometrics (facial, iris, fingerprint, voice, etc.), digital, keyboard, keypad, etc. Also includes vehicle arrest, security barrier, barricade, bollard systems and decorative barrier planters. 
Note: This SIN does not cover products and systems that are compliant with the GSA FIPS 201 Evaluation Program or that implement the mandates in OMB Memorandums M-05-24 and M-06-18. Compliant products and systems can be found under SIN 246 35 7.

	246 42 1
	Facility Management Systems – SUBJECT TO COOPERATIVE PURCHASING

(Including Accessories and Repair Parts. Computerized Systems for Surveillance, Monitoring, Controlling, Signaling and Reporting Multiple Functions. Security Functions (i.e., access control, fire detection, intrusion, etc.)
	Facility Management Systems - SUBJECT TO COOPERATIVE PURCHASING 
Including accessories and repair parts, computerized systems for surveillance, monitoring, controlling, signaling and reporting multiple functions. Security Functions (i.e., access control, fire detection, intrusion, etc.), and/or Energy and Facility Management Functions, Building Automation Control Systems (including lighting, HVAC controls and sensors), Building Comfort Systems (including heating, ventilation and air conditioners, chillers). 
Note: This SIN does not cover products and systems that are compliant with the GSA FIPS 201 Evaluation Program or that implement the mandates in OMB Memorandums M-05-24 and M-06-18. Products and Systems that are compliant  can be found under SIN 246 35 7.


	246 60 1
	Security Systems Integration and Design Services – SUBJECT TO COOPERATIVE PURCHASING

Services involving the security integration and/or management discipline which supports security products or systems through their life cycle. Security Systems integration and design services may include, but are not limited to those associated with the design, test, production, fielding, sustainment, improvement of cost effective security and/or protection systems including the eventual disposal or salvage of these systems. Services may include studies and analysis such as - risk assessment, threat evaluation, and assessment (including resultant deliverables). Contractors may provide security or protection expertise in the pre-production or design phase of security or protection systems to ensure that the system can be supported through its life-cycle and that the infrastructure elements necessary for operational support are identified and acquired. These services may continue through the life cycle of the system or product and may include guidance, assistance and/or operational support. This includes all necessary security management elements.
	Security System Integration, Design, Management, and Life Cycle Support – SUBJECT TO COOPERATIVE PURCHASING 
Services involving the security integration and/or management discipline which supports security products or systems through their life cycle. Security Systems integration and design services may include, but are not limited to those associated with the design, test, production, fielding, sustainment, improvement of cost effective security and/or protection systems including the eventual disposal or salvage of these systems. Services may include studies and analysis such as - risk assessment, threat evaluation, and assessment (including resultant deliverables). Contractors may provide security or protection expertise in the pre-production or design phase of security or protection systems to ensure that the system can be supported through its life-cycle and that the infrastructure elements necessary for operational support are identified and acquired. These services may continue through the life cycle of the system or product and may include guidance, assistance and/or operational support. This includes all necessary security management elements.
Services providing the best practices, technologies and methodologies to plan, design, manage, operate and maintain secure and protected systems, equipment, facilities and infrastructures. Agency orders may include complete turnkey operations, maintenance and support services, or components thereof as needed to ensure secure and protected systems involving personnel security, physical access, and information security, and reduce life cycle costs. Contractor personnel carrying out these activities, to include management and operating staffs, are not involved with or responsible for the core business of the customer agency placing the order.

Services providing for the design, coding, integration, testing, deploying, repair and maintenance of integrated security systems.  Includes training across all platforms, enterprise wide, for the complete life cycle of the system.


Note: This SIN does not include services related to physical access control hat meet the requirements of the GSA FIPS 201 Evaluation Program. Services meeting those requirements can be found under SIN 246-60-5.
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	New SIN
	SIN Description

	246 35 7
	Physical Access Control Systems (PACS), FIPS 201 APL – SUBJECT TO COOPERATIVE PURCHASING 
Including but not limited to door and parking entry control by card access, biometrics (facial, iris, fingerprint, voice, etc.), digital, keyboard, keypad, etc. Also includes vehicle arrest, security barrier, barricade, bollard systems and decorative barrier planters. 
The GSA FIPS 201 Evaluation Program  defines product categories for the FIPS 201 APL as required to implement the mandates in OMB Memorandum M-05-24 and OMB Memorandum M-06-18.  Categories are defined by the Program to serve the needs of the federal enterprise in an inclusive manner to the various standards, requirements, interoperability and conformance as applied within the execution of HSPD-12.
This category includes all elements of use of PACS including:
· Perimeter Access Control
· Facility Access Control
· Parking Access Control

Technical evaluation criteria are:
All PACS Products shall be listed in a defined PACS category at IDManagement.gov 

	246 60 5
	Security System Integration, Design, Management, and Life Cycle Support – SUBJECT TO COOPERATIVE PURCHASING  
Includes any services covered under 246 60 1 that are to be performed in conjunction with products/systems under 246 35 7 and are in compliance with current GSA FIPS 201 Evaluation Program requirements.
The GSA FIPS 201 Evaluation Program  define service categories for the FIPS 201 APL as required to implement the mandates in OMB Memorandum M-05-24 and OMB Memorandum M-06-18.  Categories are defined by the Program to serve the needs of the federal enterprise in an inclusive manner to the various standards, requirements, interoperability and conformance as applied within the execution of HSPD-12.
Technical evaluation criteria are:
· Companies shall be listed at IDManagement.gov 
· Companies shall have at least one Certified System Engineer ICAM PACS (CSEIP) listed at IDManagement.gov



